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Appendix 1:

Standard report form “Risk Analysis/Audit Strategy” 

Audit firms use this form to submit their “Risk Analysis/Audit Strategy” report in accordance with SFBC Circular 05/1 “Audit”, margin nos. 59-75.
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Note: Standard reporting and other forms of reporting by audit firms to be submitted to the SFBC should duly note the technical terms and definitions as used in the SFBC Circulars “Audit”, “Audit Reports” and “Audit Firms” and in the Swiss Audit Standards.
1. Risk analysis

1.1
Risk profile of the institution

The auditor defines the main risk categories and subcategories for the institution (columns 1 and 2). The main risk categories typical in banking and securities trading (credit, market and operational risk) are given as a standard. The auditor can add further risk categories and subcategories that are important for the institution as each individual case requires. The degree of detail of the risk categories and subcategories must be appropriate to the institution’s business activities and risk situation. For each risk category (e.g. credit risk) or subcategory (e.g. corporate credit business, mortgage business, etc., as subcategories of credit risk), the auditor assesses the institution’s risk exposure (column 3). The risk exposure can be categorised as “high”, “medium” or “low”. Risk exposure is always assessed without taking risk-mitigating measures into account . Under “Comments” (column 4), the auditor gives a brief explanation of the risk exposure assessment and, in the case of medium or high risk exposure, also refers to the relevant corporate goals defined by the institution. 
	Risk categories

(1)
	Risk profile from business activities

	
	Risk sub​categories

(2)
	Risk exposure (((( = high risk; 
(( = medium risk; ( = low risk)

(3)
	Comments

(4)

	1.
Credit risks
	
	
	

	
	
	
	

	
	
	
	

	2.
Market risks
	
	
	

	
	
	
	

	
	
	
	

	3.
Operational risks
	
	
	

	
	
	
	

	
	
	
	


	4.
Other risks
	
	
	

	
	
	
	

	
	
	
	


1.2
Key audit risks

In the table below, the auditor records the key audit risks (columns 1 and 2) identified in the risk analysis. These are broken down according to the main risk categories and subcategories for the institution as per section 1.1 above. If the auditor does not identify any key audit risk in one of the four predefined risk categories, this must be recorded in the form of a negative confirmation. The predefined risk categories can be supplemented but not modified. The same key audit risk can be entered for more than one risk category and subcategories at the same time. For greater clarity, the key audit risks should be numbered (e.g. KAR1, KAR2 etc.). For each key audit risk, the auditor must indicate with a cross whether the audit risk is covered by the risk-based audit, the mandatory audits and/or the in-depth audit (column 3). The audit strategy for key audit risks covered by the risk-based audit is given in section 2.1 below. The audit strategy for key audit risks covered by the mandatory audits is given in section 2.2 below. If a key audit risk is covered by the in-depth audit, this is indicated in section 2.3. In column 4, the auditor enters a “yes” or “no” to indicate whether the key audit risk has a material influence on the financial audit.

	Risk categories/
subcategories

(1)
	Key audit risks (number and description)

(2)
	Regulatory audit elements
(3)
	Material influence on financial audit 
(4)

	
	
	Risk-based audit
	Mandatory audits
	In-depth audit
	

	1.
Credit risks

	
	
	
	
	
	

	
	
	
	
	
	

	2.
Market risks

	
	
	
	
	
	

	
	
	
	
	
	

	3.
Operational risks

	
	
	
	
	
	

	
	
	
	
	
	

	4.
Other risks

	
	
	
	
	
	

	
	
	
	
	
	


2.
Regulatory audit – audit strategy

2.1
Risk-based audits to cover key audit risks

In the table below, the auditor determines the strategy for the risk-based audit on the basis of the key audit risks. The main business lines in banking and securities trading are listed in column 1. The auditor can add further business lines or subcategories of main business lines that are of importance to the institution as each individual case requires. As an alternative to the predefined business lines, the processes set out by the institution to be audited can be listed here. In each case, the degree of detail given must be appropriate to the institution’s business activities and risk situation. The auditor first ascertains the inherent risk (column 2) and the control risk (column 3) for each key audit risk. The auditor can rate the inherent risk as “higher” or “lower”. The control risk can be categorised as “higher”, “medium” or “lower”. If the auditor assesses the control risk as “higher” or “lower”, brief reasons for doing so must be given (column 3). The combination of inherent risk and control risk results in what is known as the combined risk (column 4). The combined risk determines the audit depth to be applied (audit, review, plausibility check or no investigations) by the auditor in the investigations leading to a definitive assessment of the key audit risk (column 5, see “Combined risk – audit depth (matrix)” in Appendix 2). Reasons must be given for any deviations from the audit depth specified in the matrix. The main areas of audit focus in the strategy (audit areas and type of audit, e.g. credit rating audit) are summarised for each business line and each key audit risk (column 6). Finally, the auditor states whether the audit in question will be performed in person or the work done by the internal auditors will be referred to (column 7).

	Business lines/key audit risks
(1)
	Inherent risk
(higher, lower, reasons where appropriate)

(2)
	Control risk
(higher, medium, lower, reasons where appropriate)

(3)
	Combined risk

(maximum, medium, moderate, minimum)

(4)
	Audit strategy
	Performed by (7)

	
	
	
	
	Audit depth (audit, review, plausibility check, no investigations) 

(5)
	Main areas of audit focus

(6)
	Audit firm
	Internal auditors

	1.
Interest business

	(the various key audit risks are stated here)
	
	
	
	
	
	
	
	
	

	2. 
Fee and commission business

	
	
	
	
	
	
	
	
	
	

	3.
Trading (own positions)

	
	
	
	
	
	
	
	
	
	

	4.
Client relationships

	
	
	
	
	
	
	
	
	
	

	5.
Payment transactions

	
	
	
	
	
	
	
	
	
	

	6.
Support

	
	
	
	
	
	
	
	
	
	


2.2
Mandatory audits

In the table below, the auditor determines the strategy for performing the mandatory audits. The auditor first ascertains the inherent risk (column 2) and the control risk (column 3) for each mandatory audit area. The auditor rates the inherent risk as “higher” or “lower”. The control risk is categorised as “higher”, “medium” or “lower”. If the auditor assesses the control risk as “higher” or “lower”, brief reasons for doing so must be given (column 3). The combination of inherent risk and control risk results in the combined risk (column 4). The combined risk determines the audit depth to be applied (audit, review, plausibility check) by the auditor in the investigations leading to a definitive assessment of the mandatory audit area (column 5, see “Combined risk – audit depth (matrix)” in Appendix 2). The minimum audit depth for mandatory audits is “plausibility check”. The main areas of audit focus in the strategy (audit areas and type of audit) are summarised for each mandatory audit area (column 6). Finally, the auditor states whether the audit in question will be performed in person or the work done by the internal auditors will be referred to (column 7). The mandatory audits are divided into mandatory audits for the individual institution and additional mandatory audits for the group. If the rules on consolidated supervision are not applicable to the institution to be audited, the part entitled “Additional mandatory audits for groups” may be deleted.

Mandatory audits for individual institutions

	Mandatory audit

(1)
	Inherent risk

(higher, lower, reasons where appropriate)

(2)
	Control risk

(higher, medium, lower, reasons where appropriate)

(3)
	Combined risk

(maximum, medium, moderate, minimum)

(4)
	Audit strategy
	Performed by (7)

	
	
	
	
	Audit depth (audit, review, plausibility check)
(5)
	Main areas of audit focus

(6)
	Audit firm
	Internal auditors

	Licensing requirements


	
	
	
	
	n/a
	n/a
	n/a


	n/a
	n/a

	Assurance of proper conduct of business operations1
	
	
	
	
	n/a
	n/a
	n/a
	n/a
	n/a

	Organisation and internal control system (including IT)
	
	
	
	
	
	
	
	
	

	Capital adequacy rules
	
	
	
	
	
	
	
	
	

	Large exposure rules
	
	
	
	
	
	
	
	
	

	Liquidity rules
	
	
	
	
	
	
	
	
	

	Corporate governance, including personnel segregation of executive management and board of directors
	
	
	
	
	
	
	
	
	

	Adherence to generally accepted banking principles for transactions with members of governing bodies and any qualifying party with an interest in the institution 
	
	
	
	
	
	
	
	
	

	Adequacy of risk identification, measurement, management and monitoring
	
	
	
	
	
	
	
	
	

	Internal audit function
	
	
	
	
	
	
	
	
	n/a

	Compliance function
	
	
	
	
	
	
	
	
	

	Anti-money laundering regulations
 
	
	
	
	
	
	
	
	
	

	Audit areas specified by the SFBC for the individual institution
	
	
	
	
	
	
	
	
	


Additional mandatory audits for groups

	Mandatory audit

(1)
	Inherent risk

(higher, lower, reasons where appropriate)

(2)
	Control risk

(higher, medium, lower, reasons where appropriate)

(3)
	Combined risk

(maximum, medium, moderate, minimum)

(4)
	Audit strategy
	Performed by (7)

	
	
	
	
	Audit depth (audit, review, plausibility check)
(5)
	Main areas of audit focus

(6)
	Audit firm
	Internal auditors

	Regulations in connection with consolidated supervision
	
	
	
	
	
	
	
	
	

	group-wide organisational measures designed to ensure adherence on a consolidated basis to capital adequacy, large exposure and liquidity rules, as well as to manage large exposures within the group
	
	
	
	
	
	
	
	
	

	Group-wide organisational measures designed to monitor adherence to Swiss and foreign supervisory rules by companies within the financial services group or conglomerate
	
	
	
	
	
	
	
	
	

	Adherence to the basic principles of the SFBC’s-Anti-Money Laundering Ordinance (Art. 3 (1) AMLO-SFBC), global monitoring of legal and reputational risks (Art. 9 AMLO-SFBC) and adherence to Anti-money laundering regulations by Swiss group companies (Art. 2 (2d) AMLO-SFBC) 
	
	
	
	
	
	
	
	
	

	Audit areas specified by the SFBC for the group as a whole
	
	
	
	
	
	
	
	
	


2.3
In-depth audit

The tables below list in-depth audits planned for the year under review and performed in the previous three years. The results of the in-depth audit performed in the previous years and of any follow-up audits (Art. 41 (1) Banking Ordinance, Art. 35 (1) Stock Exchange and Securities Trading Ordinance) must be summarised. 
Year under review

	Business line
	Audit area
	Key audit risks
	Main areas of audit focus

	
	
	
	


Previous years

	Audit year
	Business line
	Audit area
	Results of in-depth audit/follow-up audits

	2004
	
	
	

	2003
	
	
	

	2002
	
	
	


3.
Financial audit – indication for the audit strategy

The findings of the risk analysis are also mentioned in the financial audit planning. However, the individual planning stages are carried out in accordance with industry standards and the methodologies for the financial audit developed by the audit firm. They are therefore not the subject of this report. Nevertheless, the auditor must summarise below the material findings of the risk analysis for the financial audit as well as the audit steps defined to address the key audit risks. 

	Key audit risks

(see 1.2)
	Possible impact on the annual financial statement (especially on valuation, going concern and disclosure)
	Annual financial statement positions
	Audit steps defined to address the key audit risks

	
	
	
	

	
	
	
	

	
	
	
	


4.
Concluding remarks

4.1
Discussing the document with the institution

Check the boxes as appropriate and add the date of the discussion.

The audit firm has discussed this document with

 FORMCHECKBOX 

the Board of Directors on


 FORMCHECKBOX 

the audit committee on 


 FORMCHECKBOX 

the executive management on 


 FORMCHECKBOX 

the internal auditors on  


 FORMCHECKBOX 




4.2
Useful references

References to additional audits (e.g. those performed in accordance with the Collective Investment Schemes Act or the Mortgage Bond Act or upon instructions of the Board of Directors)

4.3
Final comments

The audit firm drew up the risk analysis presented in this document on the following basis (check boxes where appropriate): 

 FORMCHECKBOX 

results of its audits in the previous year

 FORMCHECKBOX 

planning discussion at which, among other things, the material results and developments for the institution since the completion of the previous year’s audit were presented and discussed

 FORMCHECKBOX 

with the Board of Directors

 FORMCHECKBOX 

with the audit committee

 FORMCHECKBOX 

with the internal auditors

 FORMCHECKBOX 

with the executive management

 FORMCHECKBOX 

with the heads of material business lines

 FORMCHECKBOX 

audit report drawn up by the previous audit firm in accordance with the Banking Act or Stock Exchange and Securities Trading Act and the relevant working papers, which were seen by the new audit firm on …....

 FORMCHECKBOX 

other investigations and/or documentation (please list):

Place/date
Firm’s name/signature
� 	No audit strategy needs to be recorded for the licensing requirements and the assurance of proper conduct of business operations. The audit opinion on these two areas is derived from the results of the planned audits as a whole. 


� Audits pursuant to Art. 12 (3) AMLO-SFBC should be mentioned here. For these audits, the audit depth “audit” must always be applied.






